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necessary for the essential use and functionality of the Software (e.g. device tracking, access
control, data and traffic analysis, threat detection, malware and conduct-related analysis, etc.),
and is also used by Cisco to provide associated services and to improve the operation and
functionality of the Software. For these reasons You may not be able to opt out from some of this
data collection other than by uninstalling or disabling the Software. You may have the ability,
however, to configure the Software to limit some of the data that can be collected, as described in
the applicable Documentation and Administrator Guide. For example, You may: (a) withdraw your
consent to collection, use, processing and storage of Non-personal Information collected by the
Customer Experience Feedback Module at any time by turning the module off; and (b) withdraw
your consent to collection, use, processing and storage of Personal Information collected by the
Web Security Module at any time by configuring the Cisco Cloud Web Security Filtering Service to
anonymize your end user data.

3. Consent to Data Collection and Use. By using the Software and/or subscribing to related Cisco-
provided services and accepting these terms, You agree to the collection, use, transfer, backup,
and storage of your Personal Information and other data by Cisco and its service providers. Cisco
will not process this information other than in accordance with Cisco’s Privacy Statement
(identified in section 4 below). You also agree that Cisco and its service providers may, as part of
your use of the Software and the provision of related services by Cisco, transfer, copy, backup
and store your Personal Information and other data in the United States, Europe, or other
countries or jurisdictions outside your own where data protection standards may be different.

4. Privacy Statement. By entering into this Agreement, You agree that Cisco’s Privacy Statement,
as it exists at any relevant time, applies to you. The most current Privacy Statement can be found
at: http://www.cisco.com/web/siteassets/legal/privacy full.html.

Description of Other Rights and Obligations
Please refer to the Cisco Systems, Inc. End User License Agreement.
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Installs the WebSecurity module that enables cloud scanning of web
content to protect against malware and enforce acceptable use
A | I a1 l I policies via the ScanSafe cloud proxies.
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[ 2 < i Security & Privacy

General FileVault ~ Firewall = Privacy

A login password has been set for this user Change Password...

Require password 5 minutes e after sleep or screen saver begins

Show a message when the screen is locked

Allow apps downloaded from:
App Store
© App Store and identified developers

System software from application “Cisco AnyConnect Socket Filter”
was blocked from loading.
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@ Click the lock to prevent further changes. Advanced... ?
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Q VPN:

Connection attempt has failed.

123.255.233.3:9999 © Connect
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Q VPN:

Connection attempt has failed.

123.255.233.3:9999 @ Connect
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VPN:

Connection attempt has failed.

@4.dkios.cc:9999 DJ Connect
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Start VPN when AnyConnect is started
Minimize AnyConnect on VPN connect b ifi"connect xE
Allow local (LAN) access when using VPN (if configured)
Disable Captive Portal Detection

Block connections to untrusted servers
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Q VPN:

Connection attempt has failed.
7R iR connect

1123.255.233.3:9999 € Connect
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A Security Warning: Untrusted Server Certificate!

AnyConnect cannot verify server: sg4.dkios.cc

L. Certificate does not match the server name.
I Certificate is from an untrusted source.

Connecting to this server may result in a severe security compromise! 87EREs
Security Risks Explained ¥ E

Most users do not connect to untrusted servers unless the reason for the
error condition is known.

Connect Anyway Cancel Connection
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Cisco AnyConnect | sg4.dkios.cc:9999

% Please enter your username.

Username: ashuai@gamill
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% Please enter your password.

Password:
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	第一次使用相对比较繁琐，连接成功后软件会记住用户的选择，之后连接会简单只需打开软件点击connect输入密码就好

